Data Privacy Notice (visitors and contractors)

AstraZeneca and its group companies (“AstraZeneca, “We”, “Us”, “Our”) may need to collect use or disclose personal data such as name, employer or via online tools registered information, where permitted by law.

AstraZeneca may process your image and/or video recordings as part of our security and identification process.

In the following paragraph we determine the manner, in which your personal data is collected, used and/or disclosed and managed in line with AstraZeneca’s Global Data Privacy Policy.

Handling of personal data

Visitors or Contractors name, surname and employer are stored securely and will be deleted four weeks after your visit at AstraZeneca.

Video recordings remain available for 120 hours and (unless exported for investigative purposes) will be automatically overwritten by the system.

The access system registers and logs all accesses (log-ins). The log-in data of the access system will be stored and viewed in the event of an incident that entails a preservation of evidence. To ensure personal data protection, the log-in data can only be viewed by means of a two-factor authentication. In addition, all accesses to the access protocol are registered and archived by the system. The log-in data of the access system will be stored and viewed in the event of an incident that entails a preservation of evidence.